
PRIVACY POLICY ON THE PROCESSING OF PERSONAL DATA FOR 
VIDEO SURVEILLANCE 
Art. 13 EU Reg. 2016/679 

Regarding the processing of personal data, please be informed that: 

1. Data Controller and Data Protection Officer 
The Data Controller is Opera Universitaria di Trento, with its registered office in 
Trento 38123, via della Malpensada no. 82/A, email: 
operauniversitaria@pec.operauni.tn.it, secretariat phone +39 0461.217411, fax +39 
0461.217444 (hereinafter, for brevity, "the Company"). The Data Protection Officer 
(DPO) can be contacted at: dpo@operauni.tn.it. 
 
2. Type of Data Processed, Purposes, and Legal Basis of Processing 
Common personal data are collected and processed (images recorded by video 
surveillance systems – CCTV), referring to employees, users, and third parties for 
the purpose of protecting company assets. 
The legal basis for processing is the legitimate interest of the Controller in 
protecting their property. 
 
3. Communication of Data to Third Parties - Data Recipients 
The Company may communicate the processed data for the purposes 
mentioned above to: 

● Individuals and system administrators appointed for processing data 
collected by video surveillance systems; 

● The company that manages the video surveillance or maintenance 
systems; 

● Law Enforcement in case of violations; 
● Consultants in case of disputes. 

4. Transfer of Data to Third Countries 
The data processed are not transferred by the Controller to Third Countries. 
However, in case of any transfer to Third Countries, this will occur in compliance 
with the regulations in force from time to time regarding data transfer to third 
countries, pursuant to Article 44 et seq. of GDPR 2016/679. 
 
5. Processing Methods, Period, and Data Retention Criteria 
The data will be processed in digital format. Images are retained for 24 hours and 
up to 48 hours over the weekend, unless they are set aside for the protection of 
rights or for other legal reasons (in which case they are retained for the time 
necessary to fulfill the purpose for which they were saved and, at the end of that 
period, for the further legal prescription period for judicial defense). 

6. Provision of Data 
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The provision of data is mandatory and automatic due to the legitimate interest 
of the Controller. 

7. Rights of the Data Subject, Withdrawal of Consent, and Complaint to the 
Supervisory Authority 
Pursuant to Articles 15-22 of EU Reg. 679/2016, the data subject has the right at 
any time to request from the Controller, at the contacts listed below, access to 
their personal data, their rectification, erasure, restriction of processing, to 
object to the processing, and to exercise the right to data portability. 

In any case, the data subject has the right to withdraw any consent given to data 
processing at any time, without affecting the lawfulness of the processing based 
on consent given before its withdrawal. 

In the event of a suspected violation, if the conditions are met, the data subject 
also has the right to lodge a complaint with a data processing supervisory 
authority located in the EU member state where they habitually reside or in the 
EU state where they work or where the violation occurred. 

8. Profiling and Automated Decision-Making Processes 
The processing is not carried out by means of automated decision-making 
processes (e.g., profiling). 
 
9. Contacts and Requests 
To obtain further information on the processing of personal data, to object to the 
processing, or to exercise your rights under current personal data protection 
regulations (access, rectification, erasure, restriction, objection, portability), 
and/or to know the complete list of internal and external parties appointed for 
processing, and/or to get information on the transfer of data to non-EU 
countries and related safeguards, including the mechanisms and protections for 
data transfer pursuant to Article 44 et seq. of GDPR, you may send a request to 
the email contact referenteprivacy@operauni.tn.it  
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